
 

Integrity360 Varonis Data Security Managed Service 
Service Overview 

Service includes platform operations, data stores integration, reporting, data owners' 

identification, administration and configuration changes, ensuring proactive use of the 

platform to continuously remediate data overexposure, reduce the blast radius, apply RBAC, 

respond to audit requirements, and more. 

 

Service Deliverables 

• Configuration and change management: 

o Onboarding new data sources 

o Continuous reduction of blast-radius 

o Configuring policies: Revoke excessive access – enforce least-privilege - Fix 

misconfiguration – dynamic labelling – control 3rd party access – Data 

lifecycle policies 

o Investigation support for compliance and legal requirements 

• Data Visibility to the business: 

o Periodic, on-demand and automated actionable reports, accurately reflecting 

your data security posture, sensitivity, user access permissions and data 

activity 

o Custom data intelligence Dashboards for data owners 

• Platform support: 

o 24x7 Health monitoring for cloud and on-prem Varonis collectors and servers 

o Updates and Patch Management 

o Managing vendors escalation 

• (Optional Add-on) Data security alerts monitoring and management: 

o 24x7 SOC monitoring data activity and alerts, incidents triage and 

investigation 

o Manual and automated responses for 165+ threat models, tailored according 

to your security policies and requirements 

o Ongoing tuning of UBA rules, increasing efficiency and reducing false 

positives 

 

    Email: info@integrity360.com 

    Website: www.integrity360.com 
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