
MANAGED DETECTION 

& RESPONSE (MDR) 

INCLUDING XDR & EDR

Our managed solution 
collects and analyses security 
events within your network. 

S ERVICE  O VERVIEW

CND’s Managed Detection & Response 
service combines several cyber security 
services into one simple, affordable and 
scalable solution. 

It collates security events from within your 
internal network as well as your cloud 
services. The aggregated data is then 
securely transferred to our Security 
Information & Event Management (SIEM) 
platform for analysis which is carried out 
by Security Analysts, on duty 24/7, from 
our Security Operations Centre (SOC).

D EL IVERABLES

As a SOC managed service client, you 
receive: 

1. Notification of any significant 
events as they happen. 

2. Expert analysis.
3. Weekly customised reports.
4. Read-only view of SIEM 

platform.

SERVICE  DETAILS

Virtual sensors will be installed within your 
network to collate events from a variety of 
sources. The service offers a wealth of capability 
including, Intrusion Detection Systems (IDS) and 
vulnerability scanning.  

Unlike similar solutions, the CND service is “Single 
Tenant”, meaning it will only contain your security 
data. We can provide you with near real-time 
visibility of your security events. Our platform also 
monitors cloud services such as Office 365, G-
Suite, Azure and AWS. 

Another advantage of this service is its scalability, 
the storage can be increased or reduced 
depending on your requirements.

CND’s service can be extended to include XDR and 
EDR. 

PRICING

Pricing starts from £846 per month, based on a 12-
month subscription. 

Pricing is based on the amount of cloud storage 
required and the length of time you require access 
to near real-time events.
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