
 
 

Security Policy and Strategy 

 

CSI’s in-house Information Assurance and IT Security CCP team provide a range of 
agile security services designed to provide clarity on security specific requirements, 

from concept to fulfilment. These ensure a strategic approach to security that 
provides assurance that organisational information is handled in accordance with 
policy and legislative requirements. 

 

Service features 

• Security strategies to support adoption of cloud services 

• HMG Security Policy compliant 
• Reduced cost through pragmatic proportional security and risk 

control methodology 
• Ensuing strategy is consistent and integrated with organisational 

security imperatives 

• Tailoring security strategy to organisational business case for 
service delivery 

• Matching risk appetite to business and on-going assurance 
requirements 

• Agile approach tailored to each customer organisation 

• Confirming risk tolerance and matching the security strategy 
• Establishing frameworks for on-going assurance work 

• Confirming stakeholder commitment and ‘buy-in’ 

Service benefits 

• Security is addressed at concept stage not as an add-on 

• Sets clear standards for future cloud services operating regime 
• Supplier Assurance that security approaches align with customers 

security strategy 
• Stakeholder confidence that organisational strategy is clearly 

articulated 

• Proportional agile approach matched to risk appetite and data 
sensitivity 

• Services tailored to ensure consistency with organisational 
security obligations 

• Impartial customer focused advice independent of any technology 

vendors 
• Contingency and continuity of service assured by Evolve team 

approach 
• VFM services tailored to customer business imperatives and 

timescales 

• Quality of Service assured by ISO9001, ISO27001 

 

 

 


