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Service description 

CSI’s advisory service is trusted by UK’s armed forces and government. 
CSI is a Certified Cyber Security Consultancy of the NCSC Our 
consultants help organisations build the right foundations so that they 
can go on to implement effective, well managed, information and cyber 
security systems and controls. 

CSI can help support provide consultancy based services through 
undertaking cyber security assessments which are carried out by a 
team of experienced and certified cyber professionals.  

We at CSI can carry out cyber risk, Gap Analysis assessments; 
Security majority assessments to identify vulnerabilities (within People, 
Processes & Technology) validate the effectiveness of security 
controls and processes and provide the support and advice required 
to address security risks and align to wider UK/EU frameworks. 

Our Assessments of cyber risk and controls are performed against 
recognised frameworks: NIST Cyber Security Framework, CIS Critical 
Controls, ISO27001 & NCSC CAF (Cyber Assessment Framework). 
Policy And Processes. 

CSI can deliver all required security Policies and Processes, 
specifically designed to reflect an organisations current situation and 
to cover essential areas of operation aligned to either NIST, ISO 
27001, CE or any other framework of choice.  

CSI's Qualified ISO27001 Lead Auditor partnerships offer expert 
consultancy services to help implement some, or all, documentation 
and processes required. 
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Our security assessments are an important tool to identify (within 
People, Processes & Technology) an organisation’s defences, validate 
the effectiveness of security controls and processes and provide the 
support and advice required to address security risks.  

At CSI, we offer different types of cyber security assessments which 
are carried out by a team of experienced and certified cyber 
professionals. Following the assessment, our expert team will be able 
to define a plan and help exercise reasonable governance, as well as 
devise an efficient next steps plan.  

Security services 

Security services type 

Security strategy 

Security risk management 

Security design 

Cyber security consultancy 

Security testing 

Security incident management 

Security audit services 

SOC, SIEM/SOAR, XDR as a Service and advisory services  

Endpoint Detection and Response (EDR) Managed Services 

Phishing Defence & Response Services 

User Education & Security Awareness Training  

Cybersecurity Asset Management Discovery 

CYBER ASSET ATTACK SURFACE MANAGEMENT (CAASM) 

SAAS SECURITY POSTURE MANAGEMENT (SSPM) 

Secure Web Gateway (SWG) Managed Services 

VULNERABILITY MANAGEMENT 

Gap Analysis 

Risk Assessments 
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At CSI, we offer a partnership that gives you the edge over your 

assailant. Our portfolio of Advisory, Professional and Managed 

Cyber Security Services are brought together by market-leading 

prevention and remediation tools that puts the reduction of risk at 

the heart of everything we do – and ensures the rapid and effective 

delivery of security controls that keeps your business safe. 

 


